Defender Smart Alarm Webserver (DSAW)

A device that allow user to check the home status and control the alarm system
functionality though a webpage via Ethernet.

1.0 Hardware — Default Factory Setting

MAC Address - C8:1E:8E:00:00:00
IP Address -169.254.1.1
Gateway -169.254.1.1
Subnet Mask -255.255.0.0
Primary DNS -169.254.1.1
Secondary DNS -0.0.0.0

Port - 8088

2.0 Communication between DSAW and home user Router

a. Home user Router will automatically assign a Dynamic IP address to
DSAW (figure 2.0). Example: TP-LINK ROUTER (TD-W8901G) with
DSAW.

DEAW - >

T A .

‘ Direct Metworl: Cable DHCE Frahle

Figure 1.0 Connection between DSAW and Router

TP-LINK"

DHCP IP Pool Summary

Host Hame IP Address MAC Address Expire Time
192.168.1.2 C8-1E-3E-00-00-47 2days, 23.58:45
pem-adc4936ffla 192.168.1.3 00-E0-4C-77-35-54 2days, 23:53.42
Assign by router DSA Mac Address

Figure 2.0: DSAW’s IP address assigned by TP-link router as 192.168.1.2



b. Open the browser login to DSAW. Key in http://defender:8088. Login
page will show as below (Figure 3.0).

Defender Smart Alarm

User Login

Username : |:|

O Remember my password

Date : 1-1-2011
Time : 0014

Figure 3.0 Login Page

3.0 Register for Username

a. To register username, please enter the IP address as
http://defender:8088/protect/register.htm. Figure 3.1.

Reqgistration Form
Usemame: ||

passwors: | |

Figure 3.1
b. Username has to register with 8 characters.
c. Username can be register as alphanumeric with uppercase or lowercase.

d. Password has to same as alarm panel’s master password to register.
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If 5 times wrong password to register, it will no allow registering within 5
minutes (figure 3.2).

Reqgistration Form
Usemame: ||

Password: ||

llegal access! You are not allow to register within 5 min

Figure 3.2

After successfully registered username, it will automatically link to login page
(figure 3.0).

If users forget the username, users might register again the username in the
same web page. (http://defender:8088/protect/register.htm)

If the username has been registered before, below the Registration Form table
will appear another new table which is reset username table (figure 3.3).

Registration Form
Usemame: ||

Password: ||

BN W .

Username has been registered!

Figure 3.3
The password to reset the username same as alarm panel’s master password.

If wrong password key in, it will immediately stop to reset the username
within 5 minutes.



. If key in the correct password, the reset username table will disappear and the

Registration Form table will enable to register new username (figure 3.1).

After successfully registered username, it will automatically link to login page
(figure 3.0).



4.0 8 zones alarm panel status

a.

(figure 4.0).

The status of 8 zones home alarm panel status will shown as below after login

FZOME | STATUS TRLIgEIlGTER C'T;rrlhi?ﬁ' BYPASS
0| T
S
7| T
e Raay| |
o F| e
o ey |
Fri:?;:nr Ready C?_mra
EC TN P

Alarm system arm

Disarm Selected

Alarm system disarm

—

If the setting of PGM1
and PGM2 are 104,
105, 106, 107, it will
ZOME STATUS SWITCH NOTE no allow to turn on/off
Light 1 < manually. Refer to
i @ On/Off Installer manual for
Confi . Inside ON PGM definiti
onfiguration efinition
Light 2 @
OnfOff [«
Outside ON :} On/Off the light
[ Zone Setting ] [ Timer Setting ] [ Network Setting ]
[ Password Setting ] [ Status Log ] [ Logout ]

Figure 4.0 Defender 8 zone alarm panel status




b. Refer to figure 4.0.

Status — condition for each zone in Arm, Trigger, Ready, Open
or Bypass status.

Last Trigger — indicate which zone was triggered after disarm.
Camera Link — IP camera link for each zone.

Bypass — indicate which zones have been bypass.

c. Functionality of DSAW.

ARM - to arm the alarm system
DISARM - to disarm the alarm system

BYPASS - to set or clear the zone bypass

d. Configuration of DSAW (only master authenticate)

Zone Setting — to define zone location and IP Camera Link for
each zone.

Timer Setting — auto arm or disarm the alarm system and auto
turn on or off the light follow timer (24 hour format).

Network Setting — Configure DSAW’s network setting in
Dynamic (IP address assign by router) or Static (IP address

assign by user) and Port number.

Password Setting — change the user’s login password (only 4
digits acceptable).

Status Log — to indicate who and what activities done on DSAW.

Logout — logout the DSAW.



4.1 Configuration DSAW

a. Zone setting (figure 4.1)
e Location — name the location for each zone (max 10 characters).

e (Camera Link — IP camera web link for each zone (max 40
characters).

Defender Alarm Board Configuration

Alarm Sensor Zone

ZONE | LOCATION CAMERA LINK
ZOME 1 I|Garden |http:ﬂwww.zunelin k1.com.mmy
ZONE 2 "Dining |http:ﬂwww.zunelin kZ.com.mmy
ZONE 3 "K'rtu:hen |http:ﬂwww.zunelin k3. com. mmy
ZOME 4 ||FEI'IDE |http:ﬂwww.zunelin k4. com. mmy
ZONE 5 ||Curri|:| or |ht'tp:ﬂwww.zunelin k5. com. mmy
ZOME 6 ||H all |http:ﬂwww.znnelin k6. com. mmy
ZONE 7 "Frunt Door |http:ﬂwww.zunelin k¥ .com.mmy
ZONE 8 ||E| ack Door |http:.f.fwww.zunelin k. com. my

Alarm Light Zone

LIGHT ZONE | LOCATION
ZOME1  |Inside

ZONEZ  |Qutside

cancel

Figure 4.1 Zone setting



b. Timer setting (figure 4.2)

¢ Arm/Disarm Timer — set the time to auto arm or disarm the
partition 1 or partition 2 of alarm systems (24 hour format).

e Lighting Timer — set the time to auto turn on or off light (24 hour
format). If PGM settings are not 064, 065, or 066 (follow timer),
the feature of auto timer function will disable. Refer to installer
manual for PGM definition.

Defender Alarm Board Cenfiguration

ArmyDisarm Timer

ARM DISARM | ENABLE
[o7]: o] | 0] oo] | [ Set]

DISARM | ENABLE

ARM

g

Lighting Timer

Note

To use the auto timer

please perform PGEM
setting

Figure 4.2 Timer setting



c. Network setting (figure 4.3)
e For Dynamic DHCP, tick the Enable DHCP. Default is DHCP
enable and the port number is 8088.

e For Static refer to step 6.0 for more detail.

CAUTION: Incorrect settings may cause the board to lose network connectivity. Recovery options
will be provided on the next page.

Enable DHCP
IP Address: | 192 16512

Gateway: 192 165,11

Subnet Mask:

2552552550

Primary DNS: |169 254 11

Secondary DNS:[0 0 0 0

Port Number: (3088

Figure 4.3 Network Setting

d. Password Setting (figure 4.4)
e Maximum 4 digits numeric

User Password

5 5WORD
4444
5555

cancel

Figure 4.4 Password Setting



e. Status Log (Figure 4.5)
e Reload button - for reload the latest information. Maximum
show 80 events, after 80 events, the next events will show at
first location.

Log Data
Date Time Event Dexcription M
11/10¢2010 10:19 Femote DHzarm Partition 1 Tser 3 i Maximum
11/10¢2010 10:19 FRemote Arm Partition 1 Tser 3 80 events
11/10¢2010 10:19 Femote DHzarm Bartition 2 Tzer 1 3
11/10¢2010 10:19 Femote DHzarm Partition 1 Tzer 1
11/10¢2010 10:19 Femote Arm Bartition 2 Tzer 1
11/1072010 10:19 Remote Arm Partition 1 User2
11/10¢2010 10:09 Femote DHzarm Partition 2 Mzster
11/10¢2010 10:09 Bemote Diiszmm Partition 1 Master
11/10¢2010 10:09 Femote Arm Partition 2 Mzster
11/10¢2010 10:09 FRemote Arm Bartition 1 Master
11/10¢2010 10:01 Pariodic Test Feport -
11/10/2010 09:25 24Hous (z2E) Alarm Partition 2 Zone B
11/10¢2010 09:21 Femote DHzarm Partition 2 Mzster
11/10/2010 09:21 Femote DHzzrm Bartition 1 Mzster
11/10¢2010 09:21 Femote Arm Partition 2 Mzster WY

Figure 4.5 Status Log



5.0 20 zones alarm panel status (figure 5.0)

ZOME

Zone 1

Zone 2

Zone 3

Zone 4

Zone 5

Zone 6

Zone 7

Zone 8

Zone 9

Zone 10

STATUS

Ready

Ready

Ready

Ready

Ready

Ready

Ready

Ready

Ready

Ready

LAST |CAMERA

TRIGGER | LINK

Alarm system arm

BYPASS | | 70ne 11 | Ready

Set/Clear
Fone 12 | Ready

Set/Clear
Zone 13 | Ready

Set/Clear
fone 14 | Ready

Set/Clear
Zone 15 | Ready

Set/Clear
fone 16 | Ready

Set/Clear
Fone 17 | Ready

Set/Clear
Zone 18 | Ready

Set/Clear
Zone 19 | Ready

Set/Clear Zone
Auto Gate

Set/Clear| | Panic
Alarm

Ready

Ready

Set/Clear

Set/Clear

Set/Clear

Set/Clear

Set/Clear

Set/Clear

Set/Clear

Set/Clear

Set/Clear

Reset

Reset

Alarm system disarm

[

Alarm system disarm
ZOME STATLIS SWITCH MNOTE
Light 1 @ COnfOff If the setting of PGMI,
Ly - PGM2, PGM3, PGM4
and PGMS5 are 130,
Light 2 @ Onf/Off 131, 132, 133, it will
OFF - no allow to turn on/off
manually. Refer to
Light 3 @ -O nfOfF Installer manual for
147 PGM definition
Light 4 @ o OnfOff
Light 5 @ orF | On/Off On/Off the light
Zone Setting ] [ Timer Setting ] [ Network Setting ]

[ Password Setting ][

Status Log ] [ Logout

]

Figure 5.0 Defender 20 zone alarm panel status




a. Refer to figure 5.0.
e Zone Auto Gate

o Zone 20 was used to detect auto gate status. If auto gate no
close within 1 min, the keypad / touchpad will beep. Figure
5.0.1 show the zone auto gate status open.

o If users no close the auto gate or key in master password within
5 min, alarm panel will phone call out to users.

o Users might switch off the alarm system phone call out and
keypad / touchpad beep by press the Reset button through
DSAW or phone.

¢ Panic Alarm
o To indicate the Panic status triggered by keypad / touchpad or
remote control.
o Users might switch off panic triggered by press the Reset
button through DSAW or phone.

fone
Auto Gate Open
Panic '
Figure 5.0.1

5.1 Configuration DSAW

a. Refer to figure 5.0, for Zone Setting, Network Setting, Password Setting,
Status Log and Logout features please refer to 4.1.a, 4.1.c, 4.1.d, 4.1.e and
4.1.f.

b. Timer Setting (Figure 5.1).

¢ Arm/Disarm Timer — set the time to auto arm or disarm the
partition 1 or partition 2 of alarm systems (24 hour format).

e Lighting Timer

o Set the time to auto turn on or off light (24 hour format).
If PGM settings are not 080, 081, 082, 083, or 084
(follow timer), the feature of auto timer function will
disable. Refer to installer manual for PGM definition.

o Night Mode Begin Time and Night Mode End Time
features are auto turn on the light during night mode
begin time and auto turn off during night mode end time.



ArmiDisarm Timer

-%”"“m' g i )
L LI J(set]

Night Mode Begin Time : 99:59

Lighting Timer

Night Mode End Time : 99:99

NI
L L T[] To use the auto timer
L_J:L_[_J:|_] piease periorm PoM
DD:D ing using keypad
LI L]

| Set |

Figure 5.1 Timer setting




6.0 Instruction to configure DSAW as Static IP
a. Default DSAW’s network setting assigned to DHCP.

b. Refer to figure 2.0, the DSAW’s IP address was assigned by router as
192.168.1.2 in Dynamic DHCP. If users want to assign DSAW as static IP
address, please follow below instructions:

i. Go to Network Setting, un-tick the ENABLE DHCP and assigned
a new IP address (for example: 192.168.1.10) then click Save.

Defender Smart Alarm

Defender Network Configuration

CAUTION: Incomect settings may cause the board to lose network connedtivity. Recovery options will be
provided on the next page.

Un-tick the
Enable DHCP
» | Enable DHCP
Update new
IP Address: |192.168.1.10 < IP address

Gateway: |192.1BE.1 A
Subnet Mask: |255.255.255.0
Primary DNS: |169.254.1.1

Secondary DH 5:||]'.|]'.|]'.|]'

Port Mumber: |EI}BB

Figure 6.0 Network Setting



ii. The Reboot message was shown in the browser (figure 6.1).

Reboot In Progress...
Your settings were successfully saved, and the board is now rebooting to configure itself with the new
settings.
Please close the Internet Explorer and type in "nbtstat -R" at Command Prompt

For more detail please refer to user manual

Figure 6.1 Reboot message

iii. Follow the reboot message, close the browser and open the
command prompt. If users used window vista or window 7 (latest
0S), please open the command prompt as “run as administrator”.

iv. Key in “nbtstat -R” command. “Successful purge and preload of
the NBT Remote Cache Name Table” message was shown at
figure 6.2.

v. Key in “ping defender” command to ping DSAW. A successfully
reply message was shown at figure 6.2 with new Static IP address
(192.168.1.10).

AWINDOWSAsystem32\cmd. exe

rozoft Windows MHP [Uerzion 5.1.26801
<G> Copyright 1985-28081 Microsoft Corp.

C:“Documents and Settings“~USER»nbtstat -R
Successful purge and preload of the MBT Remote Cache Mame Tahle.

C:“Documents and Settings“USER>ping defender
Pinging defender [172.168.1.181 with 32 hytes of data:

Reply from 192.168.1.18: bytes=32 time=2mz TTL=1808
Reply from 192.168.1.18: bytes=32 time=1nz TTL=1688
Reply from 192_.168.1.18: bytes=32 time=1mz TTL=1608
Reply from 192.168.1.18: bytes=32 time=1mz TTIL=1680

Ping statistics for 192.168.1.18:

Packetz: Sent = 4, Received = 4, Lost = @ (Bx lossd,
Approximate round trip times in milli—seconds:

Minimum = ims. Maximum = Zms. Average = ims

C:“Documents and Settings“~USER>_

Figure 6.2 Command Prompt



vi. DSAW have been successfully configured to static [P address.
Open the browser and login to DSAW by key in
http://defender:8088. (Figure 3.0).

vii. Go to the Network setting, the updated information was shown at
figure 6.3.

Defender Smart Alarm

Defender Network Configuration

CAUTION: Incomect settings may cause the board to lose network connectivity. Recovery options will be
provided on the next page.

Un-tick because
in static

» | Enable DHCP

IP Address: |192.168.1.10 —! 192168110
Gateway: |192.1BE.'1.'1 static IP address

|
Subnet Mask: [255.255.255.0 |
Primary DNS: |168.254.1.1 |
|
|

Secondary DN S:lD.D.D.D

Port Number: |EI}EB

Figure 6.3 Network Setting



c. If users want to change back to Dynamic DHCP after Static, just tick the
ENABLE DHCP at Network configuration then save.
i. The Reboot message was shown in the browser (figure 6.1).

ii. Then followed the step 6.0.b.iii to 6.0.b.vii. Successfully result was
shown at figure 6.4 and figure 6.5.

C:A\WINDOWS\system32\cmd.exe

Microsoft Windows XP [Version 5.1.26881]
(C> GCopyright 1985%-2801 Microsoft Corp.

C:~Documents and Settings~USER>nbtstat -R
Successful purge and preload of the MBT Remote Cache Mame Table.

C:“Documents and Settings“USER>ping defender
Pinging defender [192_168.1.21 with 32 bytes of data:

Reply from 192_168_1.2: bhytes=32 time=1ms TTL=188
Reply from 1922.168.1.2: bytes=32 time=1ms TTL=188
Reply from 1922.168.1.2: bhytes=32 time=1ms TTL=1688
Reply from 1922.168.1.2: bytes=32 time=1ms TTL=1688

Ping statistics for 192.168.1.2:

Packetz: Sent = 4. Received = 4. Lost = 8 (Bx loss),
Approximate round trip times in milli-seconds:

Hinimum = imz, Haximum = 1ims, Average = ims

C:~\Documents and Settings“USER>_

Figure 6.4 Command Prompt

Defender Network Configuration

CAUTION: Incorrect settings may cause the board to lose network connectivity. Recovery options
will be provided on the next page.

Enable DHCP
IP Address:

Gateway:
Subnet Mask:
Primary DN 5:
Secondary DNE:
Port Number: |8088

Save
Cancel

Figure 6.5 Network Setting



7.0 Configuration DSAW’s Mac Address

a. MAC address of DSAW was shown at Router’s DHCP table after
connected (figure 7.0). For this example, DSAW’s IP address assigned as
192.168.1.2 with MAC address C8:1E:8E:00:00:47.

TP-LINK"®

DHCP IP Pool Summary

Host Hame IP Address MAC Address Expire Time
15218812 C8-1E-BE-00-00-47 2days, 23:58:45
oem-adc4535fi0a 192.188.1.3 00-ED-4C-T7-35-54 4 2days, 23:53:42

DSA Mac Address

Figure 7.0 DHCP Table

b. To update the new MAC address, open the browser and key in
“http://defender:8088/protect/mac.htm”. MAC address web page was
shown at figure 7.1. The numbers of MAC address only acceptable in
numeric and the range from 0 to 16777215 (FF: FF: FF).

Defender Network Configuration

CAUTION: Incomect settings may cause the board to lose network connedtivity.

MAC Addres§: C3:1E:BE:00:00:4T7

Current MAC address

Figure 7.1 MAC Address Setting



c. For this example, value 100 was saving to update the MAC address (figure
7.2). A reboot message was shown at figure 7.3 after Save button was
pressed.

Defender Network Configuration

CAUTION: Incomect settings may cause the board to lose network connechivity.

MAC Address: C3:1E:83E:00:00:47

Figure 7.2 MAC address setting

Defender Smart Alarm

Reboot In Progress...
Your settings were successfully saved, and the board is now rebooting to configure itself with the new
settings.
Please close the Internet Explorer and type in "nbtstat -R" at Command Prompt

For more detail please refer to user manual

Figure 7.3 Reboot message

1. Follow the reboot message, close the browser and open the
command prompt. If users used window vista or window 7 (latest
OS), please open the command prompt as “run as administrator”.

ii. Key in “nbtstat —-R” command. “Successful purge and preload of
the NBT Remote Cache Name Table” message was shown at
figure7.4.

iii. Key in “ping defender” command to ping DSAW. A successfully
reply message was shown at figure 7.4 with new IP address
(192.168.1.4) assigned by router according the new MAC address.



AWINDOWS\system32\cmd. exe

Microsoft Windows P [Uersion 5.1.26881
(G» Copyright 1985-2801 Microsoft Corp.

C:“Documents and Settings~USER*nbtstat —-R
Successful purge and preload of the MBT Remote Cache Mame Table.

C:“Documents and Settings~USER*ping defender
Pinging defender [192.168.1.41 with 32 bytes of data:
Reply from 192.168. 1 4: bytes=32 time=1ims TTL=188

Reply from 192.168. =32 time=1ms TTL=108
=32 time=1ms TTL=108

Reply from 192.168.1:4: hytes=32 time=1ms TTL=188

Ping statistics for 192.168.1.4:

Packets: Sent = 4. Received = 4, Lost = B (Bx loss>,
Approximate round trip times in milli-seconds:

Minimum = 1ims, Maximum = 1ims, Average = 1ims

C:“Documents and Settings“~USER>

Figure 7.4 Command Prompt

iv. DSAW have been successfully updated the new MAC address with
C8:1E:8E:00:00:64 (figure 7.5).

TP-LINK®

DHCP IP Pool Summary

Host Name IF Address MAC Address Expire Time
192.168.1.2 CE-1E-BE-00-D0-47 Zdays, 232058
oem-adcdSaGTila 1o d5E 13 DOLED AL T T 5 R, 2days, Z2:40:52
52.168.1.4 CE8-1E-BE-00-00-54 Zdays, Z3:E5:33

Figure 7.5 Router IP Pool List

v. Open the browser and key in
“http://defender:8088/protect/mac.htm”, the configuration of
MAC address web page was shown at figure 7.6 with new MAC
address C8:1E:8E:00:00:64. (100 decimal = 64 hex)

vi. Updated IP address 192.168.1.4 was shown at figure 7.7.




Defender Network Configuration

CAUTION: Incomect settings may cause the board to lose network connectivity.

MAC Address: C3:1E:BE:00:00:64

]

Figure 7.6 MAC address setting

Defender Smart Alarm

Defender MNebwork Configuration

CAUTION: Incomect settings may cause the board to lose network connectivity. Recovery options will be
provided on the next page.

v c
Enable DHCP When router

IP Address: | < detected new
Gateway: | | MAC address, the
Subnet Mask: | | P addre.ss
automatically
Primary DNS: | | | updated in DHCP
Secondary DN S:l | enable
|

Port Numbrer: |5|]133

Figure 7.7 Network Setting



8.0 Configuration DSAW’s Port number

a. Refer to figure 8.0, the default DSAW’s port number was assigned as
8088.

Defender Network Configuration

CAUTION: Incorrect settings may cause the board to lose network connectivity. Recovery options
will be provided on the next page.

Enable DHCP
IP Address:

Gateway:
Subnet Mask:
Primary DNS:
Secondary DNS:
Port Number: (8088

Cancel

Figure 8.0 Network Setting

b. To update the new port number, just key in the new port number at Port
Number text box (figure 8.1). A reboot message was shown at figure 7.3
after Save button was pressed.

1. Follow the reboot message, close the browser and open the
command prompt. If users used window vista or window 7 (latest
OS), please open the command prompt as “run as administrator”.

ii. Key in “nbtstat —R” command. “Successful purge and preload of
the NBT Remote Cache Name Table” message was shown at
figure 8.2.

iii. Key in “ping defender” command to ping DSAW. A successfully
reply message was shown at figure 8.2.



Defender Hetwork Configuration

CAUTION: Incomect settings may cause th
provided on the next page.

d to lose network connectivity. Recovery options will be

Enable DHCP
IP Address:
Gateway:
Subnet Mask:
Primary DM 5:
Secondary DN 5:
Port Humber: (3080] <4—— New port number

Figure 8.1 Network Setting

AAWINDOWS\system32\cmd. exe

rosoft Windows HP [Version 5.1.26881]
(C> GCopyright 1985%-2801 Microsoft Corp.

C=~Documents and Settings“USER>nbhtstat -R
Successful purge and preload of the NBT Remote Cache Mame Tahle.

C:~Documents and Settings~USER>ping defender

Pinging defender [192_168.1.21 with 32 bytes of data:
Reply from 192_168_1.2: hytes=32 t]:.me=1ms TTL=1688

192_168 _1.2: bhytes=32 time=1ims TTL=188
192.168_1.2: hytes=32 time=1ms TTL=188
Reply from 192_168_1.2: bhytes=32 time=1ms TTL=188

Ping statistics for 192.168.1.2:

Packets: Sent = 4. Received = 4, Lost = B (8% loss>,
Approximate round trip times in milli-—seconds:

Minimum = 1ims,. Maximum = 1ms. Average = 1ns

C:~Documents and Settings~USER>_

Figure 8.2 Command Prompt

c. Open the browser and key in http://defender:8080. Successfully accessed
the login page was shown. Refer to figure 3.0.



9.0 Default factory setting

10.0

If any mistake cause the DSAW unable to connect, set to factory default
setting is needed.

Off the DSAW power, press the reset button and on the power, continue
holding the button until the LED flash then release the button.

After reset, the DSAW network setting was returned to default factory
setting and the Username was reset.

Security of DSAW

For security purpose, the DSAW will auto logout to login page after some
time when do some instructions.

. If access the DSAW by illegal (without login the username and password),

the information of defender smart alarm will hide or automatically return
back to login page.



11.0 Hardware Connection

a. The hardware connection for DSAW with 8 zone alarm panel (figure
11.0).

‘ befener Smart Alarr.h Weserver 8 Zone alarm panel

Figure 11.0 Connection between DSAW and 8 zone alarm panel

b. The hardware connection for DSAW with 20 zone alarm panel (figure
11.1).

o2

TIEN I REEEEELE]

Elcioe

Q406 REDH RALZ RS
{73 I I~y Iy |

Defender Smart Alarm Webserver 20 Zone alarm panel

Figure 11.1 Connection between DSAW and 20 zone alarm panel




¢. The hardware connection for arm or disarm and Panic the 20 zone alarm
panel by Remote control (figure 11.2).
i. For Panic feature please follow the step below.
1. Refer to ZONE PROGRAMMING table address 14,
remove the zone 8 as 24 Hour zone type.
a. Enter Programming Menu,
[*] [O] [Installer code] [Address] [Zone] — [*] [0]
[1397] [14] [8]
2. Go to address 17 setting, assign zone 8 as Normally Open
Zone type.
a. Enter Programming Menu,
[*]1 [O] [Installer code] [Address] [Zone] — [*] [0]
[1397] [17] [8]
3. Then go back to address 14, assign back zone 8 as 24 Hour
zone type.
a. Enter Programming Menu,
[*]1 [O] [Installer code] [Address] [Zone] — [*] [0]
[1397] [14] [8]
%
Remote Control +¥ & -V connect to 12V DC power supply.
13- connect 1 3 to zone &
23 - connect 2 3 to pin mamber 1
Inmmn Com - coniect to pit manber 2.
#y |y |15 (25 [Com] | 222
' — | O sw 15 is se foor panic butt
15 158 10T PAaTac Darton.
| I_ﬂ |1 25 iz nse fi:urIjﬂmn and Diisarm System.
connect to zone &

cosf=]  [E=cins

Figure 11.2 Connection between remote control and 20 zone alarm panel



d. The hardware connection for vibration sensor / magnet sensor with 20
zone alarm panel (figure 11.3).

e i o o e

{5 B = R - I L |

he 1EI ze 11t

zone 1 to zone 5 Fone B to zZo

magnet sensor * Take Note -

If have extra zones not implement,
please connect it to ground.

I0SUSS UDIEIgIA

Figure 11.3 Connection between vibration / magnet sensor and 20 zone alarm panel



e. The hardware connection for touchpad with 20 zone alarm panel (figure
11.4).

7 . -
ks | e EEN

LSS
Rais

12'#' GHD CLE DT
eyt C D A B

Figure 11.4 Connection touchpad and 20 zone alarm panel



f. The hardware connection for siren and strobe light with 20 zone alarm
panel (figure 11.5).

i. For PGM 1 as strobe light, turn on when zone trigger, please
follow the steps below.
1. Refer to NUMBER PROGRAMMING table address 51,
define PGM1 as 133. (PGM definition: 133 = active when
zone trigger, off after disarm.)

2. Enter Programming Menu,
a. [*][0] [Installer code] [Address] [PGM Definition]
—[*110] [1397] [51] [133]

Strobe Light

Siren
Pcom

P1

Figure 11.5 Connection between siren and strobe light with 20 zone alarm panel



g. The hardware connection for auto gate with 20 zone alarm panel (figure
11.6).

* Take Note -
If no used auto gate feature, please
connect zone 20 to Ground. |

magnet sensor

Figure 11.6 Connection between auto gate and 20 zone alarm panel



